
5) Calculate the Risk Priority Number for each effect TABLE 3: 
RELIABILITY SCORES FOR HARDWARE SYSTEMS 

In the table below (Table 4:  FMEA Table of Ratings), 
we calculated the initial Risk Priority Numbers.  The RPN 
in the right-hand column gives a scale for judging which 
risks are the highest priority, meaning that they are the most 
severe, most likely to occur, and most detectable failure 
modes we brainstormed for the system.  The failure modes 
with the highest RPN values are the most important failure 
modes, and need to be addressed with some form of 
safeguarding, or even eliminated.   

Part Failure Rate MTBF (hours) 
Host Computer 56.367 17,741 
 Power Supply 20.992 47,637 
 Mainboard/CPU 14.738 67,851 
Handheld Unit 0.109 9,096,360 

 

C. Failure Modes and Effect Analysis 

1) Potential Failure Modes 6) Prioritize Failure modes for action. 
Together, we brainstormed what we thought were 
potential failure modes, however likely or unlikely 
they might be.  The list is below (see Table 3:  List 
of Potential Failure Modes). 

Our top three failure modes are:  microphone 
malfunction, low battery life, and network devices out of 
range.  Obviously we can do nothing to safeguard the 
operating system (without building a custom version of the 
operating system and fixing the bugs we might encounter), 
so there is nothing we can do to reduce or eliminate the risk 
of the Host Operating System failing.  Also, there is little 
that can be done to reduce or eliminate the risk of physical 
damage to the remote device.  The remote unit that we have 
been using for the development of this project is made to be 
very rugged, so it will likely withstand a short fall once in a 
while.  An action we could take to help make the device 
more rugged would be to make or purchase a padded case 
for carrying the remote unit, but that might only protect it 
while it is not being used. 

 
TABLE 4: 

LIST OF POTENTIAL FAILURE MODES 
1) Unit out of network range or obstruction 
2) Low battery life 
3) Physical damage 
4) Other systems down (WAP) 
5) HD full on host 
6) Microphone malfunction 
7) DirectShow or library failure 
8) Host OS not working 
9) DLL doesn’t run at startup 
10) No soundcard or network card detected 
11) DirectX not installed 
12) Other DirectX applications using 

resources, libraries occupied 
13) Memory leak or memory full 
14) Tracks unavailable (deleted or pointer 

corrupted) 
15) Host OS not working 

 
TABLE 5 

FMEA TABLE OF RATINGS 

 Severity Occurrence Detection RPN

Phys. Damage 7 4 9 252

Host OS failure 5 3 10 150

Mic Malfunction 3 2 7 42 

Low Battery Life 5 8 1 40 

Out of Range 5 6 1 30 

Library failure 5 2 2 20 

External failure 5 2 1 10 

No soundcard 5 2 1 10 

Memory fail 5 2 1 10 

Auto Start fail 5 1 1 5 

DirectX absent 5 1 1 5 

Tracks unavailable 5 1 1 5 

HD full  4 1 1 4 

Resources in Use 3 1 1 3 

2) Assign a Severity rating for each effect 
Here, we decided on a number to scale how severe the 

specified event would be if it were to occur.  A higher 
number on an event means such an event occurring would 
have more severe or detrimental effects. 

3) Assign an Occurrence rating for each failure mode 
The following list outlines the occurrence rating we 

assigned to each failure mode, based on how often the 
failure mode would be likely to occur.  In this case, higher 
numbers mean that the event is more likely to occur. 

4) Assign a Detection rating for each failure mode 
Here, we assigned a number to each failure mode to 

describe how easily a given failure mode would be to 
detect, or how obvious it would be that that event occurred.  
The higher the number, the more detectable the failure 
mode. 

V. SOCIAL IMPACT 

A. Health and Safety Issues 
As this speech recognition unit will be used in 

hospitals as a transcription tool, there is the chance that it 
could be a vehicle for the spread of infection.  Recently 
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